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19 May 2003

MEMORANDUM FOR *************, *********, Program Manager

SUBJECT: Task Assignment (TA) No. 03-008, Intelligence Modeling & Simulation for Evaluation (IMASE) Support.

In accordance with (IAW) Section C, Contract DATM01-02-C-0001, ****** is hereby tasked to perform the tasks specified in this TA.

a. Purpose. The contractor shall provide technical expertise and support to test modeling and simulation development. The contractor shall coordinate and implement system security related functions for IMASE Simulation and Scoring Sub-systems (ISSS) systems used for operational test support. Deliverables associated with each subtask are described in the Contract Data Requirements List (CDRL) with associated Data Item Descriptions (DID) of subject contract.

b. Background. Support shall be provided IAW Performance Work Statement (PWS) Section C, paragraphs 1.3.4.3.2., 5.2.15., 5.2.15.1., 5.2.15.3., 5.2.15.4, 5.2.15.6., 5.2.15.8., and 5.2.15.10. All deliverables shall be made through the Contracting Officer's Representative (COR) to the IEWTD **************.

c. Security Classification. The contractor is to comply with the Industrial Security Program IAW DOD 5220.22-M, AR 380-19, AR 380-5, and Fort Huachuca Supplement 1 to AR 380-5.  All individuals participating in the completion of this TA must possess an active TOP SECRET clearance with a valid Special Background Investigation (SBI). Contractor shall be required to have access to Sensitive Compartmented Information (SCI). The IEWTD Security Officer must clear all personnel for access to ********** and coordinate access to the USAOTC SCIF located at West Fort Hood, TX.

d. Nature and Scope of Task. Throughout the period of performance of this TA the contractor shall be invited to attend various test planning meetings and conferences (i.e. Test integration Working Groups, Concept In-progress Reviews, Modeling and Simulation Test Readiness Reviews, Security C&A events, etc). The contractor shall prepare illustrations, presentations, and documentation as appropriate to support meetings/conferences, test training, and other test events. The following is required from the contractor: 

(1) Subtask 1 - SECURITY ADMINISTRATION/ACCREDITATION SUPPORT.  The contractor shall coordinate and provide input to system configuration of ISSS computer systems (Alpha VMS, Sun Solaris, and Windows 2000) to meet DODIIS standards. The contractor shall coordinate and recommend actions necessary to meet other DODIIS security standards (e.g., SOPs, inventories, security procedures, etc). The contractor shall coordinate and perform ISSS beta and final DODIIS accreditation tests culminating in DA/DIA certification to operate at the TOP SECRET SCI level. The contractor shall prepare and provide input to the final Department of the Defense Intelligence Information System (DoDIIS) System Security Authorization Agreement (SSAA) for the certification and accreditation of the Intelligence Modeling and Simulation for Evaluation (IMASE) Simulation and Scoring Systems (ISSS).

(2) Subtask 2 - IMASE/ISSS SOFTWARE TESTING. The contractor, in conjunction with Government personnel, shall provide technical expertise and support to test scenario, modeling, and simulation development. The contractor shall review and test ISSS developed software, databases, and scenarios. Provide written or other reports as required by the Government.

(3) Subtask 3 -  IMASE/ISSS VERIFICATION & VALIDATION. The contractor shall provide technical expertise and support for the verification and validation of IMASE/ISSS.

(4)  Subtask 4 - SYSTEMS ANALYSIS/STUDIES. The contractor shall perform systems analysis and studies on topics related to verification & validation, security, simulation, and stimulation activities.

e. Time Phasing and Deliverables. Support is required from on or about 1 June through 31 December 2003. The Government anticipates this TA may be accomplished with less than the total working hours available for the timeframe cited and that no overtime will be required. Staggered work hours and/or alternate work schedules (to include weekend support) may be required, on a case-by-case basis, depending on mission needs. All deliverables noted herein shall be IAW CDRL A007 and associated DID.  

(1) Subtask 1. Support from this subtask is required for all phases leading up to the security accreditation of the IMASE/ISSS systems and future accreditation updates. Finalization of the System Security Authorization Agreement (SSAA) is required NLT 31 August 2003.
(2) Subtask 2. Support from this subtask is required for all phases of IMASE/ISSS software development and testing. The contractor shall provide reports as required by the Government.

(3) Subtask 3. The contractor, in conjunction with Government personnel, shall provide technical expertise and support for the verification and validation of IMASE/ISSS systems during all phases of IMASE/ISSS software development and testing.


(4) Subtask 4. The contractor, in conjunction with Government personnel, shall perform systems analysis/studies on topics or activities identified by the Government.

f. Government Furnished Property (GFP) and Supplies. All GFP/GFE included in subtask descriptions will be provided. The Government will provide all office and miscellaneous supplies.  The contractor is to submit a request for additional GFP/GFE to the Government for review and approval. All reference materials and documents cited in the subtasks, or required to complete a subtask, will be provided by the Government. The Government will provide hardware/software training required due to the additions and modifications of the current hardware/software platforms.

g. IMASE/ISSS Schedule. 

Verification and Validation:  
June - July 2003

Security Accreditation:  

August - September 2003

Software testing:  


June - December 2003

h. Safety. There are no known safety hazards anticipated with the performance of this TA.  Any potential or known hazards associated with supporting this TA will be immediately reported to the Government.

i. Travel. The majority of work shall be performed at Ft. Hood, TX.  Note that the travel duration cited herein is inclusive of travel days. The Government anticipates the following travel for this TA:

2 - three day trips from Ft. Hood, TX to Ft. Huachuca, AZ.

j. Project Officer. The IEWTD ********* is *********** at ******* and the ********* Officer is ************* at *******. Direct coordination for TIP preparation purposes between you and the IEWTD *********, or his representative is authorized. You are authorized to incur costs associated with TIP preparation only. TIP approval from the Contracting Officer is required prior to hiring augmentation personnel. 







/s/






*********






Contracting Officer's Representative
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