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DEPARTMENT OF THE ARMY

ADVANCE \u5UNITED STATES ARMY OPERATIONAL TEST COMMAND
Intelligence Electronic Warfare Test Directorate

Fort Huachuca, Arizona 85613-7000

REPLY TO 

ATTENTION OF:
CONTRACTING OFFICER'S REPRESENTATIVEPRIVATE 

CSTE-OTC-IE-TS (715)








MEMORANDUM FOR Program Manager

SUBJECT: Work Request (WR) No. 04-001, Operational Testing Support for All Source Analysis Systems Block II (RWS V6, ACE), Intelligence Electronic Warfare Tactical Proficiency Trainer (IEWTPT), Digitized Common Ground System - Army (DCGS-A), Counter Intelligence Human Intelligence Information Management System (CHIMS), and TROJAN SPIRIT Lite

In accordance with (IAW) Section C, Contract _____________, ______________ is hereby requested to perform the requirements specified in this WR.

a. Purpose. The contractor shall design, develop, operate, maintain, and update operational test databases that will support the operational testing. The contractor shall provide technical expertise and support to test scenario, modeling, and simulation development. The contractor shall perform the system administration functions for the systems used for test preparation, database operations, data collection, and data reduction. The contractor shall perform video instrumentation support for operational testing.  

b. Background. Support shall be provided IAW Performance Based Work Statement (PBWS) Section C, paragraphs 1.3.4.3.2., 5.1.1.7.8., 5.2.1.1., 5.2.1.2., 5.2.1.14., 5.2.1.7., 5.2.1.8., 5.2.1.4., 5.2.1.9., 5.2.1.3., 5.2.1.3.1.6., 5.2.1.3.2.2., 5.2.1.3.1.7., 5.2.1.3.2.3., 5.2.1.3.2.4., 5.2.1.3.1.9., and 5.2.1.3.1.3. All deliverables shall be made through the Contracting Officer's Representative (COR) to the ASAS Test Officer.

c. Security Classification. The contractor is to comply with the Industrial Security Program IAW DOD 5220.22-M, AR 380-19, AR 380-5, and Fort Huachuca Supplement 1 to AR 380-5.  All individuals participating in the completion of this WR must possess an active TOP SECRET clearance with a valid Special Background Investigation (SBI). Contractor shall be required to have access to Sensitive Compartmented Information (SCI). The IEWTD Security Officer must clear all personnel for access to Hayes Hall.

d. Nature and Scope of Task. Throughout the period of performance of this WR the contractor shall be invited to attend various test planning meetings and conferences (i.e. Test integration Working Groups, Concept In-progress Reviews, Operational Test Readiness Reviews, etc).  The contractor shall prepare contractor's illustrations, presentations, and documentation as appropriate to support meetings/conferences, test training, and other test events. The following is required from the contractor: 

(1) Subtask 1 - TEST DATABASE SUPPORT. The contractor shall design, develop, operate, maintain, and update operational test databases that will support the operational testing of the Block II All Source Analysis Systems (RWS V6, ACE), Intelligence Electronic Warfare Tactical Proficiency Trainer (IEWTPT), Digitized Common Ground System - Army (including the Counter Intelligence Human Intelligence Information Management System (CHIMS), and TROJAN SPIRIT Lite. The databases shall be designed for collection of data required to support answering measures of performance (MOP), measures of effectiveness (MOE), and measures of suitability (MOS), and contain all of the manual and automated data collected during the test events. The contractor shall ensure that the databases are interoperable with ATEC's WEB DAG and RAM 2000, and the evaluator's databases. The contractor shall develop queries and reports to extract and reduce data from the operational test databases to support data analysis and data presentation.

(2) Subtask 2 - SYSTEM ADMINISTRATION. The contractor shall perform the system administration functions for the systems used for test preparation, database operations, and data collection and reduction.  

(3) Subtask 3 - INSTRUMENTATION SUPPORT. The contractor shall provide instrumentation support for the operational testing of the Block II All Source Analysis Systems (RWS V6, ACE), Intelligence Electronic Warfare Tactical Proficiency Trainer (IEWTPT), Digitized Common Ground System - Army (including the Counter Intelligence Human Intelligence Information Management System (CHIMS), and TROJAN SPIRIT Lite. This will include, but is not limited to, video recording IAW with Test Officer guidance. The number of units required will be determined by the scope and type of test but at a minimum, the government anticipates two units will be required. Test location will be determined later. 

(4) Subtask 4 - SCENARIO, MODELING, AND SIMULATION DEVELOPMENT.  The contractor shall provide technical expertise and support to test scenario, modeling, and simulation development. The contractor shall be responsible for the content of, input to, and presentation of the test scenarios and needed models and simulations to support operational testing of the Block II All Source Analysis Systems (RWS V6, ACE), Intelligence Electronic Warfare Tactical Proficiency Trainer (IEWTPT), Digitized Common Ground System - Army (including the Counter Intelligence Human Intelligence Information Management System (CHIMS), and TROJAN SPIRIT Lite. The contractor shall provide scenario, modeling, and simulation support products needed to support verification, validation, and accreditation (VV&A) efforts.

e. Time Phasing and Deliverables. Support is required during normal duty hours Monday through Friday from 1 January 2003 through 31 December 2003. Staggered work hours may be required, on a case-by-case basis, depending on mission needs. There is weekend or holiday testing anticipated with this WR. All deliverables noted herein shall be IAW CDRL A007 and associated DID.  

(1) Subtask 1. The contractor, in conjunction with Government personnel, shall provide operational databases, as outlined in Subtask 1, to the Intelligence Fusion Test Branch Test Officer, not later than 90 days prior to the test execution date.  
(2) Subtask 2. The contractor shall perform the system administration functions for the systems used for test preparation, database operations, and data collection and reduction.  Support from this subtask will be required for all test phases.

(3) Subtask 3. The contractor, in conjunction with Government personnel, shall provide instrumentation support as outlined in Subtask 3. Equipment and connectivity will be demonstrated to the Intelligence Fusion Test Branch Test Officer not later than 90 days prior to the test execution date.  

(4) Subtask 4. The contractor, in conjunction with Government personnel, shall provide technical expertise and support to test scenario, modeling, and simulation development as outlined in Subtask 4. All products will be provided to the Intelligence Fusion Test Branch Test Officer not later than 90 days prior to the test execution date.  

f. Government Furnished Property (GFP) and Supplies. All GFP/GFE included in subtask descriptions will be provided. The Government will provide all office and miscellaneous supplies.  The contractor is to submit a request for additional GFP/GFE to the Government for review and approval. All reference materials and documents cited in the subtasks, or required to complete a subtask, will be provided by the Government. The Government will provide hardware/software training required due to the additions and modifications of the current hardware/software platforms.

g. Test Schedule. The revised CHIMS, ASAS RWS V6, and ASAS ACE test schedule is:

TROJAN SPIRIT LITE:

Initial Planning: 6 January 2003 - 1 June 2003

Deployment, Test:  20 - 24 October 2003

Post-test Activities:  October - November 2003  

ASAS RWS V6:

Initial Planning:  1 October 2002 - 31 December 2003

Deployment, Test, and Post-test Activities may occur in CY03

DCGS-A:

Initial Planning:  6 January - 30 November 2003

Deployment, Test, and Post-test Activities may occur in CY03 

h. Safety. There are no known safety hazards anticipated with the performance of this WR.  Any potential or known hazards associated with supporting this WR will be immediately reported to the Government.

i. Travel. The majority of work shall be performed at Ft. Huachuca, AZ. Note that the travel duration cited herein is inclusive of travel days. The following travel is anticipated for personnel required by this WR:

8 - five day trips for 3 personnel from Ft. Huachuca AZ to Ft. Hood TX.

3 - five day trips for 2 personnel from Ft. Huachuca AZ to Ft Belvoir VA. 

2 - three day trips for 2 personnel from Ft. Huachuca to Ft. Monmouth NJ.

j. Project Officer. The Intel Fusion Branch Chief and/or the Senior Test Officer at x______ and/or x_______, respectively. The technical point of contact is _____________ at x_____. You are authorized to incur costs associated with TIP preparation only. You are authorized to incur costs associated with TIP preparation only. TIP approval from the Contracting Officer is required prior to hiring augmentation personnel. 


_____________________________


Contracting Officer's Representative
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DEPARTMENT OF THE ARMY

ADVANCE \u5UNITED STATES ARMY OPERATIONAL TEST COMMAND
Intelligence Electronic Warfare Test Directorate

Fort Huachuca, Arizona  85613-7000
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MEMORANDUM FOR _________________________, Program Manager

SUBJECT: Work Request (WR) No. 04-002, Joint Threat Warning System - Ground Signals Intelligence Kit (JTWS-GSK) Customer Test (CT) Support

In accordance with Section C, Contract ____________________,  _____________ is hereby requested to perform the requirements specified in this WR.

a. Purpose. The Contractor shall be required to provide non-personal general and technical support for the JTWS-GSK CT in these areas: Test Planning and Development, instrumentation, and target operations/support. The JTWS-GSK CT is scheduled to start in October 2003. Deliverables are described in the Contract Data Requirements List (CDRL) with associated Data Item Descriptions (DID) of subject contract. The Contractor shall provide sufficient personnel with the necessary skills to execute the required support. Specific requirements for this WR are described herein.

b. Background. Support shall be provided IAW PWS Section C, paragraphs 5.1.1., 5.1.1.4., 5.1.1.7., 5.1.1.7.1., 5.1.1.7.4., 5.1.1.7.5., 5.1.1.7.6., 5.1.1.7.7., 5.2.1.1., 5.2.1.2., 5.2.1.3.4.,  5.2.1.3.2.1., 5.2.1.3.1.9., 5.2.1.4., and 5.2.1.9. All deliveries shall be made through the Contracting Officer's Representative (COR) to the JTWS-GSK Test Officer or his designated representative with any exception as noted in paragraph e.

c. Security Classification. The contractor is to comply with the Industrial Security Program IAW DoD 5220.22-M, AR 380-19, AR 380-5, AR 380-67, NSPON XXX, Technical Bulletin 380-41, Ft. Huachuca Supplement 1 to AR 380-5. All full time individuals supporting this WR must possess an active TOP SECRET clearance with Special Compartmented Information access. Augmentation personnel supporting this WR must possess an active SECRET clearance. All personnel must be cleared for access to Hayes Hall by the USAOTC IEWTD Security Officer. The JTWS-GSK Test Officer will provide access to test sites.

d. Nature and Scope of Task. Throughout the period of performance of this WR, the contractor may be invited to attend various test planning meetings and conferences as requested by the JTWS-GSK Test Officer (i.e. Integrated Process Team Meetings, Customer Test Readiness Reviews, etc). The following is required from the contractor: 

(1) Subtask 1 - TEST PLANNING, DEVELOPMENT, AND DATA MANAGEMENT SUPPORT. The contractor shall provide technical expertise and support to test plan development. The contractor shall provide input to the JTWS-GSK CT Master Events List (MEL). The contractor shall ensure that the scenario for the JTWS-GSK CT is capable of supporting test requirements by portraying a valid SIGINT operational environment. The contractor shall train test team members in the operational scenario. The contractor shall ensure appropriate scenario SIGINT reporting is available to support product generation, product delivery, and system under test performance scoring. Contractor generated SIGINT message products shall be formatted in accordance with appropriate regulatory guidance. The contractor shall provide data management support to include test data quality control and entry into an automated database.

(2) Subtask 2 -  ELECTRONIC WARFARE MONITORING FACILITY (EWMF) SUPPORT. The contractor shall provide the EWMF facility, with appropriate operator and technical personnel, configured with instrumentation and receivers to perform radio frequency (RF) signal and audio monitoring for the signal parameters to be provided by the Test Officer or his designated representative. The EWMF will serve as the Signals Intelligence (SIGINT) RF signal verification and threat control for the JTWS-GSK CT. The contractor shall record, in automated and manual formats, all signal audio hearability and signal-to-noise ratio (dBm) measurements for all transmissions IAW the MEL. Automated daily EWMF data will be stored to 3.5" diskette and to a backup media database, which will be determined by the contractor. The backup media must support transfer of all data to 3.5" diskette upon request by the Government.  Backup EWMF data will be stored/retained by the contractor until completion of the JTWS-GSK CT data verification and validation process by the Government. The Government will provide master EWMF database disposition guidance to the contractor upon completion of the test. All RF signals not called for and transmitting on the frequencies outlined in the MEL will be annotated on manual data collection forms as interfering signals. The EMWF will have Global Positioning System (GPS) capability. GPS timing is required on all automated and manual signal strength recordings. The Government will provide manual data collection forms for recording manual data. All automated media files will contain EWMF geolocation data derived from the on-board GPS and correlated with the time of the recorded signal measurements IAW the MEL. The automated data format to be used for recording of the EWMF data is listed in Table 1. The contractor shall configure the EWMF with appropriate communications equipment to maintain communications contact at all times with threat emitters and Signal Monitoring Vehicles (SMV) at the test threat and sensor sites. The EWMF will be located at Hayes Hall for the duration of the test. The contractor is to coordinate with the JTWS-GSK Test Officer or his authorized representative for the positioning of the EWMF in this area.

	INSTRUMENTATION DATA FORMAT

	Geolocation: Lat/Long; UTM; MGRS; Elevation (meters)

	Cell
	Site
	Date
	Time

(HH:MM:SS)
	Frequency (MHz)
	Noise

(dBm)
	Signal

(dBm)
	SNR


Table 1. EWMF and SMV Data Formats.

(3) Subtask 3 - MOBILE COMMUNICATIONS SIMULATION THREAT FACILITY (MCSTF) SUPPORT. The contractor shall instrument and automate four MCSTF vehicles with simulated or actual emitters to execute the MEL and provide appropriate operator and technical personnel. The emitters to be used will be coordinated with the JTWS-GSK Test Officer. The MCSTFs are to be used to simulate stationary tactical threat emitter targets operating in a stand-alone mode to provide RF transmissions IAW the MEL. No on-the-move RF operations will be required for the test. These systems will be configured to allow for both automated and manual radio operations. All of the systems will be deployed and operated simultaneously. A fifth MCSTF will serve as a cold spare and is to be loaded with all scripts to allow for rapid deployment from Hayes Hall to threat sites in case of primary MCSTF failure. All RF transmission data from these systems will be transmitted IAW the MEL and be recorded both in manual and automated media formats. Annotation of GPS timing is required on all automated media files and manual data collection forms for all RF transmissions. Additionally, all automated media files and manual data collection forms will contain the mobile emitter's geolocation data derived from the on-board GPS and correlated with the time of the transmission data as outlined in the MEL. MCSTF data will be stored to 3.5" diskette and to a backup media database, which will be determined by the contractor. The backup media must support transfer of all data to 3.5" diskette upon request by the Government. Backup data for the mobile emitter systems will be stored/retained by the contractor until completion of the JTWS-GSK CT data verification and validation process by the Government. The Government will provide master MCSTF database disposition guidance to the contractor upon completion of the test. The automated data format to be used for recording of the MCSTF is listed in Table 2. The MCSTFs will be deployed daily to test sites located on Fort Huachuca and the surrounding area. They will return to Hayes Hall at the completion of each mission day.

	EMITTER DATA FORMAT

	Geolocation: Lat/Long; UTM; MGRS; Elevation (meters)

	Cell
	Date
	Output Power

(Watts)
	Up Time

(HH:MM:SS)
	Down Time

(HH:MM:SS)

	
	
	FWD
	REF
	
	


Table 2. MCSTF Data Format.

(4) Subtask 4 - SIGNAL MONITORING VEHICLE (SMV) SUPPORT. The contractor shall provide three SMV units, with appropriate operator and technical personnel, configured with instrumentation and receivers to perform radio frequency (RF) signal and audio monitoring for the signal parameters to be provided by the JTWS-GSK Test Officer or his designated representative. Each SMV will provide RF threat signal verification at each system under test (SUT) location. The RF transmissions will be specified in the MEL. The contractor shall record in automated and manual formats all signal audio hearability and signal-to-noise ratio (dBm) measurements for all RF transmissions IAW the MEL. Automated daily SMV data will be stored to 3.5" diskette and to a backup media database, which will be determined by the contractor. The backup media must support transfer of all data to 3.5" diskette upon request by the Government. Backup SMV data will be stored/retained by the contractor until completion of the JTWS-GSK CT data verification and validation process by the Government. The Government will provide master SMV database disposition guidance to the contractor upon completion of the Test. All RF signals not called for and transmitting on the frequencies outlined in the MEL will be annotated on manual data collection forms as interfering signals. The SMV will have GPS capability. GPS timing is required on all automated and manual signal strength recordings. The Government will provide the manual data collection forms for recording manual data. All automated media files will contain SMV geolocation data derived from the on-board GPS and correlated with the time of the recorded signal measurements IAW the MEL. The automated data format to be used for recording of the SMV data is listed in Table 1. The contractor shall configure each SMV unit with appropriate communications equipment to maintain communications contact at all times with the EWMF. The SMV will be deployed daily to test sites located on Fort Huachuca and the surrounding area. They will return to Hayes Hall at the completion of each mission day.

e. Time Phasing. Support is required during normal duty hours Monday through Friday from May 2003 through 17 October 2003. The Government anticipates that some overtime and some weekend support will be required. Projected overtime requirements for subtasks 2 through 5 are two hours a day. There is no holiday support anticipated. Daily testing will consist of approximately six hours of RF transmissions (exclusive of the daily threat/instrumentation in-brief; equipment preventive maintenance, checks and services; travel to and from the test sites; setup and tear-down times; refueling; and out-brief requirements). Each hour of operation will consist of 40 minutes of RF transmissions and 20 minutes of down time for SUT data collection and consolidation. Inclusive dates of the JTWS-GSK CT are outlined in paragraph k. The following represents a schedule for the deliverables associated with this WR:

(1) Subtask 1. Test Planning and Development support will be required from May 2003 thru September 2003. Data management support is required during the period of 30 September through 17 October 2003 for pilot and record test.

(2) Subtask 2. EWMF support is required on 18 September 2003 for a test excursion and during the period of 1 through 10 October 2003 for pilot and record test. Provide daily EWMF automated and manual signal strength hearability (audio) and dBm measurement data for all RF transmissions IAW the JTWS-GSK MEL(s). Automated signal measurements will be provided in both hardcopy and softcopy (3.5" diskette), in the format outlined in Table 1, to the JTWS-GSK Test Officer at the end of each test day. Upon request from the Government, provide master database data extractions of daily signal strength hearability (audio) and dBm measurement data. Data is required for the excursion, threat rehearsal, pilot test, and record test.

(3) Subtask 3. MCSTF support is required on 18 September 2003 for a test excursion and during the period of 1 through 10 October 2003 for pilot and record test. Provide daily mobile emitter system automated and manual RF transmission and geolocation data for all MCSTF transmissions IAW the MEL(s). Automated signal measurements will be provided in both hardcopy and softcopy (3.5" diskette), in the format outlined in Table 2, to the JTWS-GSK Threat Officer at the end of each test day. Upon request from the Government, provide master database data extractions of daily automated and manual ground-truth mobile emitter data. Support for this subtask is required for the excursion, threat rehearsal, pilot test, and record test.  
(4) Subtask 4. SMV support is required on 18 September 2003 for a test excursion and during the period of 1 through 10 October 2003 for pilot and record test. Provide daily SMV automated and manual signal strength hearability (audio) and dBm measurement data for all RF transmissions IAW the MEL. Automated signal measurements will be provided in both hardcopy and softcopy (3.5" diskette), in the format outlined in Table 1, to the JTWS-GSK Test Officer at the end of each test day. Upon request from the Government, provide master database data extractions of daily signal strength hearability (audio) and dBm measurement data. Support for this subtask is required for the excursion, threat rehearsal, pilot test, and record test.

f. Master Events List (MEL). The IEWTD Test Officer will provide the MEL and associated message traffic scripts to be used by the contractor for RF transmission within 5 days of the test excursion and within 10 days of the start of threat rehearsal. The IEWTD Test Officer will provide any changes to the MEL as soon as a change is identified. The contractor will implement any change within 24 hours of receipt.

g. Daily Schedule.  The IEWTD Test Officer will provide a daily test schedule on a weekly basis for threat rehearsal, pilot test and record test events. The daily test schedule for the preceding week will be provided NLT the Friday preceding the following week. The current schedule requires a 10-hour day. This includes up to 6 hours of signal activity per day; inbrief and outbrief; equipment PMCS; deployment and redeployment time, equipment set-up and tear down time, and equipment refueling. The tentative daily test schedule is as follows:




0600 - 0700
Inbrief/PMCS




0700 - 0800
Enroute to test sites (MCSTF, SMV)




0800 - 0830
System setup




0830 - 1430
Threat Missions




1430 - 1445
System teardown

1445 - 1545
Enroute to refuel/Hayes Hall

1545 – 1600
Outbrief

h. Government Furnished Equipment and Supplies. All GFP/GFE required for this WR will be provided. The Government will provide all office and miscellaneous supplies. The Government will provide:  1 commercial type four-wheel drive vehicle as a technical support vehicle; 4 MCSTF vehicles; 1 MEP-60Kw generator set as backup power for the EWMF; and fuel for all systems. The Government will provide deployment instructions/maps, permits and environmental approval for all test sites. The Government will provide manual data collection forms for recording all manual data. The Government will provide equipment security at Hayes Hall for all threat and instrumentation systems, to include, auxiliary support equipment/items. The contractor is to submit a request for additional GFP/GFE to the Government for review and approval. All reference materials and documents cited in the subtasks, or required to complete a subtask, will be provided by the Government. The contractor shall provide a list of all expendable supplies to the JTWS-GSK Test Officer or his representative. The Government will provide RF authorization to support all RF transmissions. The Government will provide hardware/software training required due to the additions and modifications of the current hardware/software platforms

i. Safety. There are no known safety hazards anticipated during the performance of this WR.  Any potential hazards associated with support of this WR shall be immediately reported to the Government.

j. Travel. The Government anticipates that some travel may be required for this WR. Travel to participate in Test and Evaluation planning events, briefs where no VTC facility is available or practical, and to conduct direct test support coordination. The following travel, inclusive of travel days, is anticipated:

1 - five day trip from Ft. Huachuca AZ to Charleston SC.

1 - five day trip from Ft. Huachuca AZ to McDill AFB FL. 

k. Test Schedule. The current test excursion, pretest/threat rehearsal, pilot test, record test, post-test dates are:


Test Excursion:
18 September


Threat Rehearsal:
29 - 30 September







Pilot Test:

1 - 2 October


Record Test:

6 - 10 October

l. Project Officer. The JTWS-GSK Test Officer is _______________ at x ______. Direct coordination for preparation purposes between you and the Test Officer, or his representative is authorized. You are authorized to incur costs associated with TIP preparation only. TIP approval from the Contracting Officer is required prior to hiring augmentation personnel.


______________________________


Contracting Officer's Representative
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